Reporting Phishing Spam Received via Text SMS
Message

Reporting Phishing/Spam Received via Text (SMS) Message

It is getting more common to receive phishing attempts and spam via text (SMS) messaging - sometimes referred to as smishing. These
messages can be reported to your carrier.

Here is an example of a phishing message received via text message. Never click on a link in a suspicious text message! You can report such
messages directly from your phone.
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+1(657) 436-3646 >

Text Message
Today 13:24

Tamara, final notification
regarding your USPS shipment
4F68H7 from 06/26/2020.
Proceed to tc3x.info/
m1BZxN7Ing
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Copy the contents of the message to new text message and send to 7726 (SPAM). This will report the message to your carrier.
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Text Message
Today 16:10

Tamara, final notification
regarding your USPS shipment

4F68H7 from 06/26/2020.
Proceed to tc3x.info/
m1BZxN7Ing

VZW FREE MSG: Thank you for
reporting spam. Please reply
with the sender's number.
Messages sent to 7726 are
shared with security providers
to help prevent spam

+1 (657) 436-3646

VZW FREE MSG: Thank you, we
appreciate your assistance. To
immediately block messages
from this sender please visit
VZW.com>My Verizon>Block
Calls and Messages.
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Sending a phishing/spam example to your carrier should prompt an automated response asking for the sender's number. Copy the number that
sent the phishing/spam message and respond to the automated message from 7726.

An alternative is to report the phishing/spam message to SpamResponse.


https://www.spamresponse.com/report-spam

