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Access MITSIS after updating to Java 7u51 or higher
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Windows
Macintosh

After upgrading to Java 7 update 51 or higher, you will need to use the Java Control Panel to add a Java security exception for MITSIS. See

below for instructions.

Windows

1. Go to Start > Control Panel and double click on Java (32-bit)
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2. Click on the Security tab within the Java Control Panel.

3. Click Edit Site List

4. Click Add to add an exception.


https://mitsis.mit.edu/

|£| Java Control Panel E E .

| General I Update | Java | Security | Advanced|

Enable Java contentin the browser

Security Level

i - Very High
-

[C—>- High {minimum recommended)

Medium

Java applications identified by a certificate from a trusted authority will be allowed to run.

Exception Site List
Applications launched from the sites listed below will be allowed to run after the appropriate
security prompts.

https: /fmitsis. mit.edu/ -

Edit Site List. .. |

Restore Security Prompts ] [ Manage Certificates. .. ]

’ OK ” Cancel ] Apply

5. Enter "https://mitsis.mit.edu” (no quotes) in the space provided under location.

|£| Exception Site List ﬁ

Applications launched from the sites listed below will be allowed to run after the appropriate security
prompts.

Location
[ |rttps: [fmitsis. mit.edu/ ]

f
N
!y FILE and HTTP protocals are considered a security risk.
I We recommend using HTTPS sites where available.
I

’ OK ] ’ Cancel

6. Click OK and OK again to save and close windows.
7. Relaunch your web browser and navigate to http://mitsis.mit.edu/
8. If prompted with "Do you want to run this application?" click OK


http://mitsis.mit.edu/

Do you want to run this application?

ﬁ) Publisher: Oracle America, Inc.

=

Location:  https://mitsis.mit.edu

This application will run with unrestricted access which may put your computer

and personal information at risk. Run this application only if you trust the
location and publisher above.

|| Do not show this again for apps from the publisher and location above

This application will be blocked in a future [
Java security update because the JAR file

manifest does not contain the Permissions

attribute. Please contact the Publisher for more
information. More Information

Run ] [Cancel

Macintosh

1. Go to System Preferences and launch Java.
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2. In the Java Control Panel click on the Security tab.



800

Java Control Panel

| General = Update | Java @g Advanced |

@ Enable Java content in the browser

Security Level

= n - Very High

|_:> High {(minimum recommended)

¥ - Medium

Java applications identified by a certificate from a trusted authority will be
allowed to run.

Exception Site List

Applications launched from the sites listed below will be allowed to run after
the appropriate security prompts.

Click Edit Site List...
to add items to this list.

| Edit Site List...

| Restore Security Prompts | | Manage Certificates... |

E DK 4 | Cancel | Apply

3. Click Edit Site List.
4. Click Add to add an exception.

5. Enter "https://mitsis.mit.edu” (no quotes) in the space provided under location.

800 Exception Site List

Applications launched from the sites listed below will be allowed to run after
the appropriate security prompts.
Location

lhttps://mitsis.mit.edu |

| Add | | Remove
U% FILE and HTTP protocols are considered a security risk.
We recommend using HTTPS sites where available.

[—OK—] | Cancel |

6. Click OK and OK again to save and close windows.
7. Relaunch your web browser and navigate to http://mitsis.mit.edu/
8. If prompted with "Do you want to run this application?" click OK



http://mitsis.mit.edu/

Do you want to run this application?

ﬁ) Publisher: Oracle America, Inc.

= Location:  https://mitsis.mit.edu

This application will run with unrestricted access which may put your computer

and personal information at risk. Run this application only if you trust the
location and publisher above.

|| Do not show this again for apps from the publisher and location above

This application will be blocked in a future [
Java security update because the JAR file

manifest does not contain the Permissions

attribute. Please contact the Publisher for more
information. More Information

Run ] [Cancel




