Jamf - CrashPlan (formerly Code42) Backup not
backing up all data

Q: Jamf - CrashPlan (formerly Code42) Backup not backing up all data

-ﬂ CrashPlan and Code42 are the same application/service. Crashplan was renamed Code42 after it was sold, then renamed
again back to CrashPlan after it was sold again. Which name you see in the product, filenames, or paths depends on what
version you are using. For the purposes of this documentation, the names are used interchangeably and refer to the same

product.

The new vendor website for Crashplan is: https://www.crashplan.com/

Answer

Proper backup of data using Code42 requires Full Disk Access for the app. This can be done in by manually enabling Full Disk Access. Or if the
computer is in Jamf, then it will need to be in a User Approved MDM state in order for the proper permissions for Full Disk Access to be applied

automatically.
MDM enrollments are user approved if:

1. The device is enrolled using the Apple Device Enrollment Program (DEP).
2. The enrollment is completed interactively, by the user on the device. Please follow these instructions for enrolling a Mac via the

enrollment URL.

Verify PPPC

You can verify directly on a client Mac that it has received the proper Configuration Profile by checking under System Preferences->Profiles and
looking for the profile named "EUC - PPPC Whitelist"


https://www.crashplan.com/
http://kb.mit.edu/confluence/pages/viewpage.action?pageId=164076977
http://kb.mit.edu/confluence/display/category/Jamf+Pro
https://simplemdm.com/user-approved-mdm-enrollment/
http://kb.mit.edu/confluence/pages/viewpage.action?pageId=154191829
http://kb.mit.edu/confluence/display/istcontrib/Jamf+Pro+-+enrolling+devices+without+DEP
http://kb.mit.edu/confluence/display/istcontrib/Jamf+Pro+-+enrolling+devices+without+DEP
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You can also verify that the computer has received the profile by looking directly at the computer record in Jamf Pro.
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Verify User Approved MDM

You can also verify that the computer is in a User Approved MDM state by looking directly at the computer record in Jamf.
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